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1st Layer of Safety Net: Reactive
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2"d Layer of Safety Net: Policy Framework
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3rd Layer of Safety Net: Proactive
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Risks

3-Layered Cyber Security Maturity Model
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Roadmap

People, Process & Technology

Policy
Framework

Cyber Security is baked
into NITI operations
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